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Conference hall Wilson |,
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Registration of participants
Opening and welcome remarks

Olga Chyzhova, Project Coordinator, Communications Director,
Foreign PolicyCouncil “Ukrainian Prism’”

Presentation
Disinformation Resilience Index for V4,
Eastern Europe, South Caucasus, and the Baltic States: Leaders & Slackers

Andrei Yeliseyeu, Research Director,
EAST Center (Poland)

Panel Discussion
V4, Eastern Europe, South Caucasus, and the Baltic States:
Who is better equipped to counter disinformation?

Mario Nicolini, Editor-in-Chief, Sebavedome.sk
(Confident Slovakia)
Matej Kandrik, Research Fellow,

STRATPOL —Strategic Policy Institute (Slovakia)

Sergiy Gerasymchulk, Deputy Chief of the Board,
Foreign Policy Council “Ukrainian Prism” (Ukraine)
Daniel Bartha, Centre for Euro-Atlantic Integration
and Democracy (CEID) (Hungary)
Viktor Denisenko, Vilnius University (Lithuania)
Andrei Yeliseyed, Co-founder and Research fellow,
EAST Center (Poland)

Population exposure to Russian media and vulnerable groups;
Quality of systemic responses including institutional setup;
National vulnerability to digital warfare.

Closing remarks

Coffee
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Population exposure and
susceptibility to Kremlin-led
media, the higher the larger
vulnerability due to more
significant exposure and
susceptibility to Kremlin-led
media by a country’s population.

I u
Quality of systemic responses,
the higher the worse quality

of systemic responses (the level
of institutional development
in the sphere of information
security, legal framework
comprehensiveness, existence
of state long-term approach

to information security as well
the quality of countermeasures
by media community and

civil society).
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Digital warfare vulnerability,
the higher the larger a country’s
vulnerability to masked sources
of disinformation.



